Zarzadzenie Nr 139/2019
Starosty Powiatu Ropczycko — Sedziszowskiego
w Ropczycach z dnia 27 grudnia 2019 r.

W sprawie:
wprowadzenia ,Regulaminu monitoringu wizyjnego” w Starostwie Powiatowym
w Ropczycach

Na podstawie art. 4b, art. 34 ust. 1 1 art. 35 ust. 2 ustawy z dnia 5 czerwca 1998r. o samorzadzie
powiatowym (tj. Dz. U. z 2019 r., poz. 511 z pé#n. zm.), oraz art. 22 ustawy z dnia 26 czerwca 1974 r.
Kodeks pracy (tj. Dz.U. z 2019 poz. 1040 z pdZn. zm. ) w zwigzku z art. 24 ust. 2 Rozporzadzenia
Parlamentu Europejskiego i Rady (UE) 2016/679 w sprawie ochrony oséb fizycznych w zwigzku
z przetwarzaniem danych osobowych i w sprawie swobodnego przeplywu takich danych oraz uchylenia
dyrektywy 95/46/WE (Dz. Urz. UE'L 119, 5. 1)

zarzadzam co nastepuje;

§1. Wprowadzam ,Regulamin monitoringu wizyjnego” w Starostwie Powiatowym
w Ropczycach”, ktéry stanowi zafgeznik nr 1 do niniejszego zarzadzenia.

§2. Majac na uwadze prawidlowos¢ realizacji postanowiern wynikajgcych ze wskazanego
powyzej Regulaminu, w celu maksymalizacji poziomu bezpieczerstwa danych osobowych
administrowanych przez Staroste Powiatu Ropczycko -Sedziszowskiego wyznacza sie:

Pana Adama Kulig - Administratora Systemu Informatycznego
jako osobe bezposrednio odpowiedzialng za system monitoringu wizyjnego oraz za tworzenie

kopii nagran, ich zabezpieczenie, niszczenie i udostepnianie organom uprawnionym w zakresie
prowadzonych przez nich czynnosci prawnych.

§3.Wykonanie zarzadzenia powierza sie Administratorowi Systemu Informatycznego
oraz Dyrektorowi Wydzialu Administracyjnego.

§4. Zarzadzenie wchodzi w zycie z dniem podpisania.
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Zatgcznik nr 1

do Zarzadzenia nr 1392019

Starosty Powiatu Ropczycko — Sedziszowskiego
w Ropczycach z dnia 27 grudnia 2019r.

REGULAMIN MONITORINGU WIZY]NEGO

§ 1. Podstawa prawna:

1. art. 4 b ustawy z dnia 5 czerwca 1998 r. o samorzadzie powiatowym;

2. art. 22* ustawy z dnia 26 czerwca 1974 r. Kodeks pracy;

3. Rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r.
w sprawie ochrony os6b fizycznych w zwigzku z przetwarzaniem danych osobowych
i w sprawie swobodnego przepltywu takich danych oraz uchylenia dyrektywy 95/46/WE
(ogblne rozporzadzenie o ochronie danych) Dz.Urz. UE L 119, s. 1 zwana w dalszej czesci
RODO.

§ 2. Postanowienia ogdlne

1. Regulamin funkcjonowania systemu monitoringu wizyjnego w Starostwie Powiatowym

z siedzibg w Ropczycach, ul. Konopnickiej 5, 39 —100 Ropczyce (zwanym dalej Starostwem)
okresla:

a) cele instalacji monitoringu wizyjnego;

b) zasady funkcjonowania systemu monitoringu wizyjnego w Starostwie;

c) wyposazenie techniczne;

d) obszar objety monitoringiem wizyjnym oraz lokalizacje kamer w budynku i na budynku
obejmujacy teren wokoét budynkuy;

e) zasady korzystania z monitoringu wizyjnego;

f) procedure codziennej kontroli sprawnosci systemu monitoringu;

g) zasady zarzadzania hastami;

h) zasady wykorzystania, udostepniania i przekazywania zapiséw monitoringu wizyjnego;

i) zasady udostepniania zapiséw z monitoringu wizyjnego w formie wgladu.

2. Monitoring wizyjny stanowi wlasno$¢ powiatu. Nagrania obrazu Starosta Powiatu
przetwarza wylacznie do celéw, dla ktérych zostaly zebrane i jest jednoczesénie
Administratorem Danych Osobowych (zwanym dalej ADO) w rozumieniu Rozporzadzenia
Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie
ochrony oséb fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie
swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (zwana w dalszej
czesci RODO).

§ 3. Cele instalacji monitoringu wizyjnego

1. Celem monitoringu jest:
a) zapewnienie oraz zwiekszenie bezpieczenstwa uzytkownikéw obiektu (ze szczegdlnym
uwzglednieniem pracownikéw, oséb przebywajacych na terenie i wokoél obiektu)



poprzez ograniczenie zachowan niepozadanych, zagrazajacych zdrowiu lub
bezpieczenistwu 0sob przebywajgcych w obiekcie i jego bezposrednim sgsiedztwie;

b) zapewnienie oraz zwiekszenie ochrony mienia powiatu oraz ustalanie ewentualnych
sprawcow czyndéw nagannych (zniszczenia mienia, kradzieze itp.), a takze w celach
dowodowych;

c) zapewnienie porzadku publicznego i bezpieczeristwa obywateli lub ochrony
przeciwpozarowej i przeciwpowodziowej;

d) zwiekszenie bezpieczenistwa informacji prawnie chronionych.

§ 4. Prawa przystugujgce osobom objetym monitoringiem

1. Osoby przebywajace w Starostwie, badZ objete monitoringiem, ktérego operatorem jest

Starostwo, maja prawo do:

a) informacji o istnieniu monitoringu w okreslonym miejscu, jego zasiegu, celu;

b) dostepu do danych osobowych — swojego wizerunku;

¢) prawo do ograniczenia przetwarzania;

e) prawo wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych ul. Stawki 2,
00-193 Warszawa) gdy uznajg, iz przetwarzanie ich danych osobowych - wizerunku
narusza przepisy ogolnego Rozporzadzenia o ochronie danych osobowych z dnia

27 kwietnia 2016 r.(RODO);

§ 5. Zasady funkcjonowania systemu monitoringu wizyjnego

1.0dpowiedzialnym za obstuge techniczng oraz prawidlowe funkcjonowanie systemu
monitoringu w Starostwie jest Administrator Systemu Informatycznego ( zwanym dalej ASI),
ktéry ma dostep do:

a) bezposredniego podgladu obrazu z kamer;

b) urzadzenia rejestrujacego;

c) zapiséw z kamer;

d) kopii nagran
2.Dopuszcza sie, aby zadania wskazane w § 5 pkt. 1 byly realizowane przez inne osoby
lub firmy wskazane przez osobe reprezentujacag Administratora Danych Osobowych.
3.W przypadku zlecenia zadan wskazanych w § 5 pkt.1 firmie zewnetrznej nalezy zawrzeé
umowe powierzenia danych osobowych zgodna ze wzorem wskazanym w ,Polityce
bezpieczenstwa ”
4.Monitoring obejmuje:

a) wejscia 1 wyjscia do budynku Starostwa;

b) ciggi komunikacyjne w budynku;

c) teren bezposrednio przylegty do budynku w lokalizacji Starostwa (parkingi, droga,

chodnik);

d) piwnice w budynku Starostwa;
5.Monitoring nie obejmuje pomieszczert sanitarnych, szatni, stoléwek, palarni oraz
pomieszczen socjalnych.

6. System monitoringu wizyjnego w Starostwie sklada sie z:



a) kamer, ktérych lokalizacja okre$lona jest w zafgczniku nr I, rejestrujacych zdarzenia
wewnatrz i na zewnatrz budynku, terenem wokét budynku Starostwa w kolorze
i rozdzielczoéci umozliwiajgcej identyfikacje osdb;
b) urzadzenia rejestrujgcego i zapisujgcego obraz na dysku twardym zainstalowanym
W rejestratorze;
c) stacji monitorowania umozliwiajacej podglad rejestrowanego obrazu.
7.System monitoringu wizyjnego Starostwa moze by¢ w miare koniecznoéci rozbudowywany
i udoskonalany.
8. Urzadzenie rejestrujgce oraz stacja monitorowania znajduja sie w pomieszczeniach
budynku Starostwa w Ropczycach przy ul. Konopnickiej 5.
9.Monitoring funkcjonuje catodobowo.
10.Rejestracji i zapisaniu podlega tylko obraz z kamer monitoringu, bez rejestracji dzwieku.
11.Nagrania z monitoringu przetwarza si¢ wylacznie do celéw okreslonych w § 3 pkt 1
na nosniku danych w urzadzeniu rejestrujagcym przez okres do trzech miesigcy, a nastepnie
dane ulegaja usunigciu poprzez nadpisanie danych na urzadzeniu rejestrujacym.
12.W ramach monitoringu wizyjnego przetwarzane sa dane osobowe w postaci wizerunku
oraz czasu 1 miejsca pobytu oséb fizycznych korzystajacych z obiektu i terenu wokét obiektu.
13 Rejestrator zawierajacy zapisany obraz jest zabezpieczony poprzez zastosowanie
odpowiednich  §rodkéw  techmicznych oraz organizacyjnych, w  szczegdlnosci
uniemozliwiajgcych utrate danych lub ich bezprawne rozpowszechnianie, a takze
uniemozliwienie dostepu do danych osobom nieuprawnionym.

8§ 6. Obowigzek informacyjny

1.Miejsca objete monitoringiem wizyjnym s3 oznakowane stosownymi tabliczkami
informacyjnym zawierajacymi piktogram informujacy o objeciu dozorem kamer z wielkoscia
dostosowang do miejsca lokalizacji. Tabliczka winna by¢ widoczna i czytelna. Przykladowe
tabliczki zawiera zafgcznik nr 2,

2.Poza oznakowaniem o ktérym méwi sie w § 6.pkt. 1 nalezy dokonaé réwniez obowigzku
informacyjnego w postaci tzw. klauzuli informacyjnej stosownie do art. 13 RODO.
3.0Obowigzek informacyjny o ktérym mowa w § 6. pkt.2 winien byé¢ dokonany w widocznym
miejscu dostepnym dla wszystkich oséb mogacych przebywa¢ w strefie monitoringu np. przy
wejsciu gléwnym do budynku, tablicy ogloszeri przed budynkiem i wewnatrz budynku,
w miejscu obstugi interesantéw itp.

4. Wzér klauzuli informacyjnej stanowi zafgcznik nr 3,

5.0bowigzek informacyjny wzgledem oséb, ktérych dane osobowe moga zostaé utrwalone
na zapisach monitoringu jest realizowany réwniez za posrednictwem Biuletynu Informacji
Publicznej bip.spropczyce.pl.

§ 7. Zasady zarzadzania hastami

1. Dostgp do danych rejestratora zabezpieczony jest hastem.
2.Prawo do ustalania badz zmiany hasta dostepu do rejestratora ma Administrator Systemu
Informatycznego lub inna osoba upowazniona przez ADO.



3.Kazdorazowo po wykonaniu czynnosci serwisowych ASI lub osoba upowazniona przez
Administratora Danych Osobowych zmienia hasto do rejestratora systemu monitoringu.

§ 8. Zasady korzystania z monitoringu wizyjnego

1.Dla urzadzenia rejestracyjnego prowadzi sie ,dziennik systemu”, w ktérym osoba
upowazniona odnotowuje:

a) wszystkie zdarzenia mogace mie¢ wplyw na bezpieczenstwo o0séb i mienia na terenie
Starostwa, ktdére zostaly zauwazone zaréwno w trakcie biezacej obserwacji monitoringu,
jak réwniez w trakcie przegladania jego zapisow;

b) awarie urzadzen (date i czas, okres niesprawnoséci);

c) naprawy (serwis — przeglad) urzadzen (date, osobe — firme realizujaca);

d) przypadki wykonania i zabezpieczenia kopii zapisu z monitoringu;

e) przypadki udostepniania (przekazania) kopii zapisu z monitoringu;

f) przypadki udostepnienia mozliwosci wgladu do biezacego zapisu monitoringu lub zapisu
zarejestrowanego w przeszlosci, osobom upowaznionym innym niz osoby odpowiedzialne
za obstuge monitoringu;

2 Biezacy zapis monitoringu z kamer jest obserwowany przez upowaznionych przez ADO
pracownikéw Starostwa pelnigcych w okreslonych godzinach ich pracy dyzur na portierni.
3.W przypadku uzyskania informacji o zaistnieniu zdarzenia wymienionego w § 8 pkt 1 a)
osoba uprawniona wskazana w § 5 pkt 1 przeglada zapisy z monitoringu celem potwierdzenia
lub wykluczenia zarejestrowania tych zdarzen przez system. Nastepnie w przypadku uzyskania
takiego potwierdzenia zglasza ten fakt Administratorowi Danych Osobowych i dokonuje
stosownego wpisu w ,,dzienniku systemu”.

4 Zapisy z monitoringu zarejestrowane z kamer zewnetrznych, zarejestrowane w czasie
wolnym od pracy wszystkich pracownikéw, sg przegladane wybidrczo przez Administratora
Systemu Informatycznego w nastepnych dniach roboczych. Osoba ta w przypadku zauwazenia
zdarzenia wymienionego w § 8 pkt 1 a) podejmuje niezwlocznie czynnosci wyjasniajace oraz
powiadamia Administratora Danych Osobowych, odnotowujac ten fakt w ,,dzienniku systemu”.
5.Informacje zawarte w ,dzienniku systemu” majg charakter poufny i wglad do nich ma tylko
Administrator Danych Osobowych oraz osoby przez niego upowaznione.

§ 9. Udostepnianie danych z systemu monitoringu wizyjnego

1.W uzasadnionych przypadkach na podstawie wniosku osoby fizycznej lub organéw
uprawnionych do otrzymania kopi zapisu z nagrania, w szczegdlnosci, gdy nagranie zwigzane
jest z naruszeniem bezpieczenistwa osob i mienia okres przechowywania danych, o ktérym
“mowa w § 5 pkt. 11, moze ulec wydtuzeniu o czas niezbedny do zakoriczenia postgpowania,
ktérego przedmiotem jest zdarzenie zarejestrowane przez system monitoringu wizyjnego.
2.0soba zainteresowana zabezpieczeniem danych z monitoringu na potrzeby przyszlego
postepowania, a w odniesieniu do 0séb ponizej 18 roku Zycia jej rodzic albo opiekun prawny,
ma prawo wystapi¢ z pisemnym wnioskiem -wzdér wniosku stanowi zafgeznik nr 4 - do
Administratora Danych Osobowych z prosba o zabezpieczenie w formie kopii zapisu
wskazanego fragmentu nagrania z monitoringu na potrzeby przyszlego postepowania
przed usunieciem po uplywie standardowego okresu ich przechowywania.



3.Wniosek, o ktérym mowa w § 9 pkt. 2, nalezy zlozy¢ w terminie do 10 dni liczac od dnia,
w ktérym zdarzenie moglo mie¢ miejsce i musi on zawieraé dokladng date, przyblizony czas
oraz miejsce zdarzenia. W przypadku zlozenia wniosku po wskazanym terminie oraz wniosku
bez podanych danych nie bedzie mozliwoséci odnalezienia wlasciwego nagrania.

4.0soba odpowiedzialna za techniczng obstuge systemu monitoringu (wskazana w § 5 pkt 1)
na podstawie wniosku sporzadza kopie nagrania za okres, ktérego dotyczy wniosek osoby
zainteresowanej.

5.Kopia nagrania podlega ewidencji w rejestrze kopii z monitoringu wizyjnego sporzgdzonym
na wniosek osoby zainteresowanej, wzér rejestru stanowi zafgcznik nr 5,

6.Kopia nagrania wykonana na podstawie wniosku o ktérym mowa w § 9 pkt. 2 zostaje
zabezpieczona na okres nie dluzszy niz 4 miesigce od chwili nagrania i moze by¢ udostepniona
jedynie uprawnionym instytucjom na podstawie przepiséw prawa, na zasadach okreslonych
w § 9 pkt. 7. W przypadku bezczynnoéci uprawnionych instytucji kopia nagrad po okresie
wskazanym powyzej podlega zniszczeniu. Fakt zniszczenia odnotowuje sie w rejestrze kopii
z monitoringu wizyjnego, o ktérym mowa w § 9 pkt. 5.

7.Zapis z systemu monitoringu moze by¢ udostepniony jedynie uprawnionym organom
w zakresie prowadzenia przez nie czynnoéci prawnych, np. Policji, Sagdom Prokuraturze na ich
pisemny wniosek, w ktérym muszg by¢ podane podstawy prawne przekazania kopii nagrania.
8.Za techniczng realizacje kopii bezpieczefistwa oraz przekazanie kopii nagrania odpowiada
Administrator Systemu Informatycznego.

9.Kopia nagrania przekazywana jest na noéniku danych na podstawie protokotu przekazania
danych. Wz6r protokotu przekazania stanowi zafgcznik nr 6,

10.Wszystkie wnioski oraz przekazanie kopii nagrania z systemu monitoringu podlegaja
zarejestrowaniu w rejestrze udostepnionych nagrar z monitoringu wizyjnego, prowadzonego
przez osobe wskazang w § 5 pkt. 1. Wzér rejestru stanowi zafgcznik nr 7,

11.No$nik danych zawierajacy zapis z monitoringu wizyjnego zwrécony przez organ podlega
komisyjnemu zniszczeniu.

12 Zniszczenie nosnika danych wskazanego w § 9 pkt. 11 przeprowadzane jest zgodnie
z procedurg niszczenia danego rodzaju nosnika danych obowigzujaca w Starostwie,
potwierdzonego protokotem. Osoba odpowiedzialna za te czynnosci jest ASI.

§ 10. Zasady udostepniania zapiséw z monitoringu wizyjnego w formie wgladu

1.Biorgc pod uwage, ze Starostwo nie posiada technicznych mozliwosci do zanonimizowania
wizerunku oséb nagranych w systemie, nie udostepnia sie nagran oraz nie umozliwia sie
wgladu do nagrani osobom fizycznym, poniewaz takie dziatania moglyby naruszy¢ prawa lub
wolnos¢ oséb trzecich.

2.0dstepstwem od punktu powyzszego jest sytuacja majgca wplyw na bezpieczeristwo oséb
i mienia lub gdy osoba fizyczna, ktéra zwraca sie z wnioskiem o wglad do nagrania, zostata
zarejestrowana bez obecnosci innych oséb.

3.W sytuacjach nie cierpigcych zwloki Administrator Danych Osobowych na zadanie
przedstawiciela organéw uprawnionych we wskazanym zakresie, udostepnia wglad
do monitoringu wizyjnego z pominieciem pisemnego wniosku.



4.Wglad w monitoring moze by¢ udostepniony za zgoda Administratora Danych Osobowych :
Inspektorowi Ochrony Danych w Starostwie, upowaznionym pracownikom Starostwa oraz
uprawnionym organom.

5.0soby zatrudnione w Starostwie, ktére majg wglad w obraz monitoringu w czasie

rzeczywistym lub w zapis zarejestrowany przez monitoring wizyjny sa $wiadome
odpowiedzialnoéci za ochrone danych osobowych.

§ 11. Postanowienia koricowe

1.Dane zarejestrowane w systemie monitoringu wizyjnego nie stanowia informacji publicznej
i nie podlegaja udostepnieniu w oparciu o ustawe o dostepie do informacji publiczne;j.

2.W sprawach nieuregulowanych niniejszym Regulaminem decyzje podejmuje Administrator
Danych Osobowych.

3.Niniejszy Regulamin wprowadza si¢ w zycie w formie zarzadzenia Starosty Powiatu
Ropczycko - Sedziszowskiego.




Zatgcznik nr 1

do Regulaminu monitoringu wizyjnego
wprowadzonego Zarzadzeniem nr 1392019
Starosty Powiatu Ropczycko — Sedziszowskiego
w Ropczycach z dnia 27 grudnia 2019 r.

Wykaz lokalizacji kamer

Lp

Lokalizacja Model kamery typ kamery
( obraz,stacjonarna, ruchoma)
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Zatgcznik nr 3
do Regulaminu monitoringu wizyjnego
wprowadzonego Zarzadzeniem nr 1392019
Starosty Powiatu Ropczycko — Sedziszowskiego
w Ropczycach z dnia 27 grudnia 2019 r.

Klauzula informacyjna

Na podstawie art. 13 rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679
z dnia 27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwigzku z przetwarzaniem
danych osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy
95/46/WE (ogolne rozporzadzenie o ochronie danych- RODO) informuje, ze:

1.Administratorem Pani/ Pana danych osobowych jest:
Starosta Powiatu Ropczycko - Sedziszowskiego
z siedzibg: ul. Konopnickiej 5 , 39 — 100 Ropczyce
adres e-mail: sekretariat@spropczyce.pl

2. W Starostwie Powiatowym w Ropczycach zostal wyznaczony Inspektor Ochrony Danych
(IOD) z ktérym moze sie Pani/Pan skontaktowaé drogg elektroniczng: rodo@spropczyce.pl
lub kierujac korespondencje na adres administratora wskazany w pkt. 1 powyzej.

3. Pani/Pana dane osobowe w postaci wizerunku s przetwarzane w ramach monitoringu
wizyjnego, tj. za pomoca urzadzeri rejestrujacych obraz (bez diwieku). Monitoring swoim
zasiegiem obejmuje budynek Starostwa Powiatowego oraz teren wokét tego budynku.

4. Monitoring stosowany jest w celu:

a) zapewnienie oraz zwigkszenie bezpieczenstwa uzytkownikéw obiektu (ze szczegSlnym
uwzglednieniem pracownikéw, oséb przebywajgcych na terenie i wokdél obiektu) poprzez
ograniczenie zachowan niepozadanych, zagrazajacych zdrowiu lub bezpieczeristwu oséb
przebywajgcych w obiekcie i jego bezposrednim sasiedztwie;

b) zapewnienie oraz zwigkszenie ochrony mienia powiatu oraz ustalanie ewentualnych
sprawcéw czynéw nagannych (zniszczenia mienia, kradzieze itp.), a takze w celach
dowodowych;

c) zapewnienie porzadku publicznego i bezpieczenstwa obywateli lub ochrony
przeciwpozarowej i przeciwpowodziowej;

d) zwickszenie bezpieczenstwa informacji prawnie chronionych.

5. Okres przechowywania danych.

Nagrania obrazu zawierajgce dane osobowe pracownikéw, petentéw i innych osdéb, ktérych
w wyniku tych nagrad mozna zidentyfikowad, Starosta Powiatu Ropczycko - Sedziszowskiego
przetwarza wylgcznie do celéw, dla ktérych zostaly zebrane i przechowuje przez okres do trzech
miesigcy od dnia nagrania. Jezeli nagrania obrazu stanowig dowdd w postepowaniu prowadzonym
na podstawie prawa lub Administrator Danych Osobowych dowie sig, ze moga one stanowic¢
dowéd w takim postepowaniu, wéwczas termin przechowywania danych osobowych zostanie
przedtuzony do czasu prawomocnego zakonczenia postepowania.

6.Podstawy prawng przetwarzania Pani/Pana danych osobowych jest art. 6 ust. 1 lit. ¢ i e RODO -
przetwarzanie Pani/Pana danych osobowych jest niezbedne do wypetnienia obowigzku prawnego
cigzacego na Administratorze oraz do wykonania zadania realizowanego w interesie publicznym
co wynika z art. 4 b ustawy z dnia 5 czerwca 1998 r. o samorzadzie powiatowym oraz art. 22°



ustawy z dnia 26 czerwca 1974 r. Kodeks pracy. W przypadku realizacji wniosku o zabezpieczenie
nagran z monitoringu podstawg prawng przetwarzania Pani/Pana danych osobowych zawartych
we wniosku jest art. 6 ust. 1 lit. a - wyrazona zgoda.

7. Odbiorcami Pani/Pana danych osobowych beda wylacznie podmioty uprawnione do uzyskania
danych osobowych na podstawie i w granicach przepiséw prawa oraz podmioty z ktérymi
Administrator zawarl umowe powierzenia danych osobowych jedynie w zakresie niezbednym do
realizacji celu przetwarzania danych.

8. Przystuguje Pani/ Panu prawo do dostepu do swoich danych osobowych- swojego wizerunku,
prawo ograniczenia przetwarzania, prawo do wniesienia sprzeciwu wobec przetwarzania, a takze
wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych ul. Stawki 2, 00-193
Warszawa, gdy uznaja Panstwo, iz przetwarzanie danych osobowych Pani/Pana dotyczacych
narusza przepisy Ogdlnego rozporzadzenia o ochronie danych osobowych z dnia 27 kwietnia
2016 r.(RODO). W przypadku gdy, przetwarzanie odbywa sie na podstawie zgody ma Pani/ Pan
prawo do cofnigcia zgody w dowolnym momencie bez wplywu na zgodno$¢ z prawem
przetwarzania, ktérego dokonano na podstawie zgody przed jej cofnieciem.

9. Zapisy z monitoringu wizyjnego nie bedg przekazywane do panstw trzecich.

10. Dane osobowe (wizerunek) nie beda podlegaly profilowaniu badZz automatycznemu
podejmowaniu decyzji.

11. Podanie przez Panig/Pana danych osobowych (rejestracja obrazu Pani/Pana wizerunku) jest
wymogiem ustawowym - wymienione w pkt. 6 przepisy prawa, zobowigzuja do rejestracji
Pani/Pana wizerunku. Na zewnatrz siedziby Starostwa Powiatowego znajduja sie informacje
w zakresie monitorowania siedziby przy uzyciu kamer telewizji przemystowej.

OSTA/

/1 VIV

Do



Zatgcznik nr 4 do Regulaminu monitoringu wizyjnego
wprowadzonego Zarzadzeniem nr 139/2019

Starosty Powiatu Ropczycko - Sedziszowskiego

w Ropczycach z dnia 27 grudnia 2019 r

Dane wnioskodawcy

...................................................................

dane kontaktowe: adres telefon e-mail

Starosta Powiatu Ropczycko - Sedziszowskiego

ul. Konopnickiej 5, 39 —100 Ropczyce

WNIOSEK
o zabezpieczenie nagrania z monitoringu wizyjnego

Data i miejsce zdarzenia:

.................................................................................................................

...............................................................................................................
...............................................................................................................
...............................................................................................................

................................................................................................................

Wskazanie celu otrzymania nagrania

Otrzymane nagrania zobowiazuje sie przekazac :
(poda¢ komu zostanie przekazane np.: policja, sad)
UZASADNIENIE



Jednoczesnie przyjmuje do wiadomosci, iz Starosta Powiatu Ropczycko — Sedziszowskiego
z siedzibg w Ropczycach ul Konopnickiej 5, 39 —100 Ropczyce nie ponosi odpowiedzialnosci
za wykorzystywanie, ujawnianie poprzez przeslanie, rozpowszechnianie lub innego rodzaju
udostgpnianie przekazanych danych osobowych innym podmiotom.

Oswiadczam, ze wyraZam zgode/ nie wyraZzam zgody na przetwarzanie moich danych
osobowych zawartych w niniejszym formularzu wniosku.

(data i czytelny podpis)
Klauzula informacyjna
Na podstawie art. 13 rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679
z dnia 27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwiazku z przetwarzaniem
danych osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy
95/46/WE (ogolne rozporzadzenie o ochronie danych- RODO) informuje, ze:

1) Administratorem Pani/Pana danych osobowych jest Starosta Powiatu Ropczycko -
Sedziszowskiego z siedziba w Ropczycach, ul. Konopnickiej 5, 39 —-100 Ropczyce .
Administrator prowadzi operacje przetwarzania Pani/Pana danych osobowych;

2) Administrator powotat Inspektora Ochrony Danych, e-mail: rodo@spropczyce.pl;

3) Podanie przez Pana/Panig danych osobowych jest dobrowolne lecz niezbedne do realizacji
wniosku o zabezpieczenie nagrai z monitoringu, w przypadku niepodania danych
zawartych we wniosku niemozliwa bedzie realizacja wniosku,

4) Podstawg prawna  przetwarzania Pani/Pana danych osobowych jest zgoda na
przetwarzanie o ktérej mowa w art. 6, pkt. 1 lit. a RODO,

5) Pani/ Pana dane osobowe mogg zosta¢ udostepnione podmiotom uprawnionym do ich
uzyskania na podstawie odrebnych przepiséw (kontrolerzy, policja, sady, ubezpieczyciele).

6) Posiada Pani/Pan prawo do:

e zadania od Administratora dostepu do swoich danych osobowych, ich sprostowania,
usuniecia lub ograniczenia przetwarzania danych osobowych,

e wniesienia sprzeciwu wobec takiego przetwarzania,

e przenoszenia danych,

e whniesienia skargi do organu nadzorczego tj. Prezesa Urzedu Ochrony Danych Osobowych
ul. Stawki 2, 00-193 Warszawa

e cofniecia zgody na przetwarzanie danych osobowych w dowolnym momencie
z tym, ze wycofanie zgody nie bedzie mialo wplywu na zgodno$¢ z prawem
przetwarzania, ktérego dokonano na podstawie zgody przed jej cofnieciem.

7) Pani/Pana dane osobowe nie podlegaja zautomatyzowanemu podejmowaniu decyzji,
w tym profilowaniu,

8) Pani/Pana dane osobowe beda przechowywane przez 5 lat.




(A1owrey eloezifesyor)

erueigeu sanjQ | dI

ardoy [9okfezpeziods
Kqoso stdpog

11doy NIUIZIZSTUZ G|
niuaTIdd)sopn o JfdeuLiojuy

ardoy [9ok(ezpkziods
£qoso aue(

ridoy erueuoyAMm eleq

eruergeu adsar

16707 erupnif 4z erup z yoeodzodoy m
ofarysmozsizpds — oyodzodoy nyzimog Azsorels
6102/6€T U WIIIaZpezIey 05auozpemoIdm

o8sullzim nforroyrmom nurarensay op
¢ JU JIuZotmy

o8aulAzim nduriojiuowl z yeideu [1doy yoAueuoyAm 11ssfoy

dOZM



Zatgcznik nr 6

do Regulaminu monitoringu wizyjnego

wprowadzonego Zarzagdzeniem nr 139/2019
Starosty Powiatu Ropczycko — Sedziszowskiego
w Ropczycach z dnia 27 grudnia 2019r.

Protokoét przekazania kopi nagrania z systemu monitoringu

Protokét przekazania danych z systemu monitoringu
sporzagdzony w dniu.................

Starosta Powiatu Ropczycko - Sedziszowskiego ADO zwany dalej przekazujgcym dane,

przekazuje

zwanym dalej przyjmujacym dane,

na podstawie pisemnego wniosku z dnia............c.coo, dane z systemu monitoringu
wizyjnego Starostwa Powiatowego.

1.Przekazujacy przekazuje, a przyjmujacy przyjmuje nastepujgce dane (zapis z kamer) na nosniku
elektronicznym......c..coevvvveeiiiiininn :

Data Lokalizacja kamery Czas nagrania

2. Przyjmujacy dane oswiadcza, ze wykorzystane zostang one wylacznie do celéw okreslonych
w pisemnym wniosku, stanowigcym zalgcznik do niniejszego protokotu.

Protokét sporzadzono w dwéch jednakowych egzemplarzach, po jednym dla kazdej ze stron.

/

"T/AEQ TA / Przyjmujacy
y N

Witold Daréak

Przekazujacy
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